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RESEARCH PROJECT – CODE 1 
 

“Development of security technology for digital data markets” 
 
The objective of the project is to operate in the scenario of digital data markets. A line of research 
concerns the development of techniques for managing high-level security policies that specify the 
data owner's preferences with respect to how data can be transmitted and manipulated in a market for 
access to digital data. The second line of research looks at the application of security requirements in 
technologies for handling large amounts of data. For instance, Cloud infrastructures and technologies 
based on the map-reduce paradigm and its evolutions are considered. 
 
 
 

RESEARCH PROJECT – CODE 2 
 

“Development of data protection technology for digital markets” 
 
The objective of the project is to operate in the scenario of digital data markets. A line of research 
concerns the development of techniques for managing high-level security policies that specify the 
data owner's preferences with respect to how data can be transmitted and manipulated in a market for 
access to digital data. The second line of research looks at the application of security requirements in 
technologies for handling large amounts of data. For instance, Cloud infrastructures and technologies 
based on evolutions of the map-reduce paradigm are considered. 
 
 
 
 
 
 
 
 
 
 
 
 


