
 

  

INFORMATIVA AI SENSI DELL’ART. 13 DEL REGOLAMENTO UE  2016/679 PER IL 
TRATTAMENTO DEI DATI PERSONALI NELL’AMBITO DELLA SELEZIONE DELLE 
CANDIDATURE E DELLE SUCCESSIVE PROCEDURE LEGATE ALLA SUMMER 
SCHOOL 2026 “GLOBAL PERSPECTIVES OF PUBLIC AND PRIVATE SECTOR 
INTERACTION” E AL RELATIVO PROGETTO 
 
L'Università degli Studi di Bergamo (di seguito "Università") è impegnata a proteggere la privacy e i 
dati personali, in conformità alla normativa in materia di protezione dei dati personali. 
Questa informativa è redatta ai sensi dell'art. 13 del Regolamento UE 2016/679 (GDPR) e fornisce 
informazioni sul trattamento dei dati personali e descrive come l’Università raccoglie, utilizza e tratta 
i suoi dati personali nell’ambito delle procedure di cui all’oggetto. 
 
Titolare del trattamento e dati di contatto 

Titolare del trattamento è l’Università degli Studi di Bergamo, il cui legale rappresentante è il Rettore 
pro tempore. Il Titolare è contattabile presso l’Università degli Studi di Bergamo, Via Salvecchio 19, 
CAP 24127, Bergamo, (e-mail ordinaria: rettore@unibg.it, PEC: protocollo@unibg.legalmail.it ). 

 

Dati di contatto del Responsabile della protezione dei dati personali 

Ai sensi dell’art. 37 e seguenti del Regolamento UE 2016/679, l’Università ha nominato il Responsabile 
della Protezione dei dati personali (Data Protection Officer, di seguito “DPO”) contattabile al seguente 
indirizzo di posta elettronica: dpo@unibg.it. Il Titolare si avvale del DPO per rispondere alle istanze 
relative all’esercizio dei diritti degli interessati. 

 

Tipologia di dati che raccogliamo  

La informiamo che i dati oggetto di trattamento (di seguito “Dati”) sono raccolti e trattati per le finalità 
connesse alla Summer School “Global Perspectives of Public and Private Sector Interaction” o per altre 
finalità, previste da norme di legge o Regolamento. Il conferimento dei Dati è requisito necessario per 
poter effettuare la valutazione e la selezione dei candidati. 
L'Università tratterà le seguenti categorie di Dati personali: 

• Dati anagrafici e di contatto: nome, cognome, indirizzo, numero di telefono, email, codice 
fiscale. 

• Curriculum vitae dei candidati e altre informazioni connesse al percorso di studio. 
• Dati anagrafici e di contatto: nome, cognome, indirizzo, numero di telefono, email, codice 

fiscale. 
• Dati contrattuali: informazioni relative al contratto di lavoro, posizione lavorativa, 

retribuzione, data di assunzione. 
• Dati bancari: per il pagamento degli stipendi e rimborso delle spese a qualsiasi titolo 

sostenute. 
• Dati fiscali e contributivi: necessari per adempiere agli obblighi di legge. 
• Dati relativi alla salute: solo se strettamente necessari e nel rispetto delle normative vigenti e 

per il trattamento dei certificati medici, attestazioni di handicap, documentazione relativa. 
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• Dati relativi alle presenze e assenze: orari di lavoro, ferie, malattie, permessi, godimento di 
astensione l'astensione dal lavoro per motivi di handicap proprio o di familiari. Adempimento 
degli obblighi in materia di salute e sicurezza sui luoghi di lavoro; 

• Dati giudiziari e relativi a procedimenti disciplinari. 
 

L’omesso conferimento comporta l’impossibilità di instaurare o proseguire il rapporto e/o di accedere 
ai servizi richiesti. 
 
Finalità del trattamento e categorie di Dati: 

I Dati personali vengono raccolti e trattati esclusivamente per il perseguimento delle finalità 
istituzionali dell’Ateneo connesse alla valutazione e selezione dei candidati alla Summer School “Global 
Perspectives of Public and Private Sector Interaction”. 
 
Base giuridica del trattamento 
 
La base giuridica che giustifica il trattamento da parte del Titolare è l’art. 6 comma 1 lettera a) del 
GDPR. L’interessato presta il consenso al trattamento dei propri Dati personali per la specifica 
finalità di valutazione e selezione per la partecipazione alla Summer School. 

In caso di Dati relativi a condanne penali o a procedimenti penali, la base giuridica del trattamento è 
l’art. 10 del Regolamento EU 2016/679  (“Trattamento di Dati relativi a condanne penali e reati auto-
rizzato da una norma di legge”). 
 
 Modalità del Trattamento  
Ai sensi dell’art. 5 del GDPR, il trattamento dei Dati personali e delle informazioni raccolte, sarà 
improntato al rispetto dei diritti e delle libertà fondamentali e ai principi di correttezza, liceità, 
trasparenza, minimizzazione dei Dati, esattezza, integrità e riservatezza. 
Per il raggiungimento delle finalità sopra riportate, i Dati saranno trattati all’interno dell’Università da 
soggetti appositamente designati dal Titolare e da soggetti autorizzati al trattamento che opereranno 
sotto la responsabilità diretta del Titolare. Gli stessi saranno adeguatamente istruiti e formati in 
materia di protezione dei Dati. 
Gli stessi Dati saranno trattati con l'ausilio di strumenti informatici, conformi alle disposizioni del GDPR, 
con adeguate misure di sicurezza idonee a prevenire la perdita, l’uso illecito o non corretto ed eventuali 
accessi a soggetti non autorizzati (es. profilazione delle autorizzazioni di accesso ai data base, 
protezione della rete di Università, firewall, etc.). 
I Dati potranno essere condivisi con i Partner nell’ambito delle finalità del progetto Summer School 
“Global Perspectives of Public and Private Sector Interaction” tra i quali University of Augsburg e 
Indiana University. 

I Dati possono essere oggetto di trattamento in forma anonima a fini statistici/ricerca scientifica. 

I Dati potranno essere condivisi con i Partner nell’ambito delle finalità del progetto indicato nel 
titolo. 

 

Comunicazione dei Dati personali 
I suoi Dati non  saranno utilizzati e comunicati per finalità diverse da quelle della specifica finalità per 
i quali sono raccolti. In particolare, i Dati particolari e giudiziari potranno essere comunicati, nell’ambito 
del perseguimento delle finalità indicate nel paragrafo “Finalità del trattamento e tipologia di Dati che 



 

  

raccogliamo “, solo ove previsto da norme di legge o di regolamento o da atti amministrativi generali 
ai sensi dell’art. 2-sexies comma 1 del D. Lgs. 196/2003 e s.m.i. 
Per realizzare le finalità del trattamento, e qualora ricorrano le ipotesi che giustificano il trattamento, 
come evidenziato, nel paragrafo “Base giuridica del trattamento” i suoi Dati potranno essere condivisi 
con: 

• servizi e uffici dell’Università, per le finalità istituzionali dell’Università o in osservanza di 
obblighi legislativi; 

• soggetti esterni (University of Augsburg e Indiana University) per le finalità istituzionali 
dell’Università o in osservanza di obblighi legislativi; 

• soggetti esterni (University of Augsburg e Indiana University), individuati come Responsabili 
del trattamento ex art. 28 GDPR. 

• soggetti esterni per le finalità istituzionali dell’Università o in osservanza di obblighi legislativi; 
• soggetti esterni, individuati come Responsabili del trattamento ex art. 28 GDPR; 
• soggetti terzi per finalità proprie a seguito di richieste di prestazione di servizi da parte degli 

Interessato; 
• consorzio interuniversitario CINECA; 
• altri Enti e Istituzioni nel caso in cui si renda necessario eseguire degli accertamenti in merito 

alla veridicità dei Dati dichiarati dall’interessato e in ottemperanza ad obblighi di legge e/o 
regolamento; 

• soggetti pubblici quando la comunicazione è necessaria per lo svolgimento di funzioni 
istituzionali del richiedente; 

• Enti pubblici o privati coinvolti nelle attività di ricerca, anche come partner di progetto o enti 
finanziatori (anche in Paesi extra-UE); 

• all’Autorità di Pubblica Sicurezza, all’Autorità Giudiziaria, alle Autorità sanitarie, o a altri 
soggetti pubblici per finalità di difesa, sicurezza dello Stato ed accertamento dei reati, nonché 
in ottemperanza ad obblighi di legge, laddove si ravvisino ipotesi di reato. 
 

Conservazione dei Dati 
I  Dati raccolti verranno conservati per un arco di tempo non superiore al conseguimento delle finalità 
per le quali sono trattati, nel rispetto del “principio di limitazione della conservazione” (art. 5 del GDPR) 
e in base alle scadenze previste da norme di legge o regolamenti o per esigenze giudiziarie e di difesa.   
 
Trasferimento dei Dati a Paese terzo 
L’Università, nell’ambito del progetto Summer School “Global Perspectives of Public and Private 
Sector Interaction” potrebbe trasferire, anche per il tramite di soggetti terzi, i Dati personali oggetto 
della presente informativa verso paesi non aderenti all’Unione Europea o organizzazioni internazionali 
nel rispetto, limitatamente alla Indiana University. 
 
Trasferimento dei dati a Paese terzo 
In conformità agli artt. 44-50 del GDPR, l'Ateneo trasferirà i dati personali verso un Paese terzo o 

un'organizzazione internazionale solo se sono rispettate le condizioni stabilite dal GDPR per 

garantire un livello adeguato di protezione dei dati e solo se la Commissione Europea ha deciso che 

il Paese terzo, il territorio, uno o più settori specifici all'interno del Paese terzo, o l'organizzazione 

internazionale garantiscono un livello di protezione adeguato agli standard previsti dal GDPR. La 

decisione di adeguatezza è presa in conformità all'art. 45 del GDPR, in assenza il trasferimento dei 



 

  

dati personali può avvenire solo se sono previste garanzie appropriate, come specificato nell'art. 

46 del GDPR. Tali garanzie possono includere, tra le altre, clausole contrattuali tipo adottate dalla 

Commissione Europea, in tali casi l'Ateneo adotterà disposizioni conformi alla Decisione di 

esecuzione della Commissione Europea 2021/915 relativa alle clausole contrattuali tipo (adottate 

ai sensi dell'art. 28, paragrafo 7, del GDPR e dell'art. 29, paragrafo 7, del Regolamento (UE) 

2018/1725).  In assenza di una decisione di adeguatezza o di garanzie appropriate, i dati personali 

possono essere trasferiti verso un Paese terzo o un'organizzazione internazionale solo se si 

applicano specifiche deroghe come previste dall'art. 49 del GDPR. 

 
Diritti dell’interessato 
L’interessato potrà esercitare i suoi diritti contattando il Titolare del Trattamento o il Data Protection 
Officer agli indirizzi indicati nella presente informativa.  
L’interessato ha il diritto di esercitare, qualora ne ricorrano i presupposti, il diritto di accesso ai propri 
Dati personali (art. 15 GDPR); il diritto di rettifica (art. 16 GDPR); il diritto alla cancellazione (fatta 
eccezione per quelli contenuti in atti che devono essere obbligatoriamente conservati dall’Università 
e salvo che sussista un motivo legittimo prevalente per procedere al trattamento) (art. 17 GDPR); il 
diritto di limitazione (art. 18 GDPR); il diritto alla portabilità dei Dati (art. 20 GDPR); il diritto di 
opposizione (art. 21 GDPR). L'interessato, inoltre, ha il diritto di non essere sottoposto a una decisione 
basata unicamente sul trattamento automatizzato, compresa la profilazione (art. 22 GDPR). 
 
Reclamo 
Gli interessati che ritengono che il trattamento dei Dati personali a loro riferiti avvenga in violazione di 
quanto previsto dal GDPR hanno il diritto di proporre reclamo al Garante come previsto dall’art. 77 del 
GDPR, secondo le procedure indicate sul sito https://www.garanteprivacy o agire nelle competenti 
sedi giudiziarie ai sensi dell’art. 79 del GDPR. 
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